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ACCESS TO CAREER WAYPOINTS 
 

As of 13FEB2014, the Career Waypoints (C-WAY) Program Office will only 

utilize SAAR-N (OPNAV FORM 5239/14) for authorization to create/modify 

any type of C-WAY account.  The NAVPERS FORM 5239/8 (C-WAY SAAR 

ADDENDUM) will no longer be accepted.  Users requiring new access will 

be required to submit a SAAR-N (OPNAV FORM 5239/14).  SAAR-N (OPNAV 

FORM 5239/14) must be digitally signed and emailed to the Career 

Waypoints Program Office (listed below).  Faxes are no longer 

accepted.  Sailors are encouraged to download this form from the 

Career Waypoints website or from the NPC Career Waypoints webpage 

(listed below) due to the fact that many fields are prefilled. 

 

With our latest update to Career Waypoints in MAY2016 for PKI 

compliance, accounts are automatically linked to your CAC via your 

digital signature on the SAAR-N. Login ID and passwords are no longer 

issued when creating an account.  Also, upon initial login from a CAC 

enabled computer with your CAC inserted, you will be prompted to enter 

and confirm your SSN. Counselors will no longer be able to issue 

temporary accounts.  If a temporary account is needed, please email 

Career Waypoints Program Office to create the account. 

 

 

If your SAAR-N is rejected, you cannot manually type in or write in 

any information in blocks 11, 14, or 14a.  Those blocks must be filled 

in prior to digital signature. 

 

If you have any questions about the new change to the SAAR process, 

contact the C-Way help desk. 

 

Telephone:  901-874-2102 

Email:  career_waypoints@navy.mil 

 

INSTRUCTIONS FOR COMPLETING SAAR-N OPNAVFORM 5239/14 
 

The following information is provided to assist with correctly completing 

this form: 

1. "Type of Request".  If you've never had access, check "Initial".  If you 

are modifying current access, mark "User ID" and fill in your user ID in the 

block. 

2. "Date".  Fill in today's date in DDMMMYYYY. 

3. "System Name". Fill in "Career Waypoints". 

4. "Location". Fill in "SPAWAR, NOLA". 

 

**************************** PART I BY BLOCK ***************************  

1. "Name".  Fill in your Last Name, First Name, and Middle Initial. 

2. "Organization". Fill in the name of your command (i.e. USS Carl Vinson or 

CVN 70). 

3. "Office Symbol/Department". Fill in the department in which you work (e.g. 

CCC, or DEPT CC for Deck Div, etc.). 

4. "Phone".  Fill in your DSN and Commercial phone number.  If you don't have 

DSN, leave DSN blank. 

5. "Official E-Mail Address". Fill in your ".mil" email address. 

6. "Job Title and Grade/Rank". Fill in your Job Title (i.e. CCC or DEPT CC) 

and your rate/rank (i.e. NC1, AE2, etc.). 

7. "Official Mailing Address". Not required. 
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8. "Citizen". Check the appropriate box as it pertains to you (i.e. US means 

US citizen). 

9. "Designation of Person". Check the appropriate box as it pertains to you 

(i.e. Check "Military" if you are military). 

10. "Information Assurance (IA) Awareness Training Requirements". Check the 

box and fill in the "Date" with the date you completed Information Assurance 

training in DDMMMYYY format (2015's training is available). 

 

**************************** PART II BY BLOCK *************************** 

11. "Justification for Access". Type in "Type Access Required", then type in 

the appropriate type of access you require.  Refer to Block 11 for examples.  

Then type in "Requested UICs" and fill in the UICs for which you require 

access.  If you are simply adding an additional UIC, type in “Keep existing 

UICs and add NXXXXX”.  If you are changing UIC access, type in “Delete UIC 

NXXXXX and add NXXXXX.”  This block must be filled in prior to the SAAR-N 

being digitally signed by anyone, including the Sailor requesting access. 

12. "Type of Access Required". Check "Authorized". 

12a. Not required. 

13. "User Requires Access to". Check "Unclassified". 

14. "Verification of Need to Know". Check box. 

14a. "Access Expiration Date". Fill in your current PRD in MMMYYYY format. 

15. "Supervisor's Organization/Department". Fill in your CCC for DEPT CC 

access. Must be rated NC.  Must be CMDCM, XO, or CO for CCC access. 

15a. "Supervisor's E-Mail Address". Fill in the email for the supervisor 

referred to in #15 & 16. 

15b. "Phone Number". Supervisor's phone number. 

16. "Supervisor's Name". Fill in name of CCC, CMDCM, XO, or CO referred to in 

#15 including rate/rank. 

16a. "Supervisor's Signature". Have supervisor digitally sign this block. 

MUST be digitally signed or application will be rejected. 

16b. "Date".  Fill in date supervisor signed in DDMMMYYYY format. 

17 thru 17b. Not applicable. Leave Blank. 

18. "Signature of IAM or Appointee". Fill in the name of the Information 

Assurance Manager (IAM) at your command including rate/rank. 

19. "Organization/Department". Fill in "IAM" if it is the IAM, etc. 

20. "Phone Number". Fill in the IAM's phone number. 

21. "Date". Fill in the date the IAM digitally signed the SAAR-N.  

23. “Name”. Fill in Sailor requesting access’ name in Last Name, First Name, 

Middle Initial order. 

24. “User Signature”. Sailor requesting access’ digital signature required.  

Form MUST be digitally signed or it will be rejected. 

25. “Date Signed”. Date the Sailor requesting access digitally signed in 

DDMMMYYYY format. 

 

****************************** PART III BY BLOCK *************************** 

26. “Type of Investigation”.  Fill in the type of security clearance 

investigation was performed for the Sailor requesting C-WAY access. 

26a. “Date of Investigation”. Fill in the date the security clearance 

investigation was performed in DDMMMYYYY format. 

26b. “Clearance Level”. Fill in the Sailor requesting C-WAY access’ clearance 

level (i.e. Secret). 

26c. “IT Level Designation”.  Check the appropriate box. 

27. “Verified by”.  Fill in the IAM or Security Manager’s name including 

rate/rank. 

28. “Security Manager Phone Number”. Fill in the phone number for the 

Security Manager / IAM. 

29. “Security Manager Signature”. Security Manager/IAM must digitally sign 

the SAAR-N.  Form MUST be digitally signed or it will be rejected. 

30. “Date”. Fill in the date that the Security Manager/IAM digitally signed 

the SAAR-N Form. 
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31 – 33b. Not applicable. 
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In order to gain access to C-WAY, the 

minimum security clearance standard must be 

a favorably adjudicated NACLC during the 

requestor’s career. 


